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Then enable the Skype4Business ALG in the UCC profiles.
D . Use a media firewall policy that match these three flows, and use permit and TOS actions with 56, 40, and 34
values for voice, video, and application sharing, respectively. Then enable the Skype4Business ALG in the UCC
profiles.

Question: 87 

Refer to the exhibits. Exhibit 1

Exhibit 2



A network administrator adds a new Mobility Controller (MC) to the production Mobility Master (MM) and deploys
APs that start broadcasting the employees SSID in the West wing of the building. Suddenly, the employed report client
disconnects.

When accessing the MM the network administrator notices that the MC is unreachable, then proceeds to access the
MC’s console and obtains the outputs shown in the exhibits.

What should the network administrator do next to solve the current problem?
A . Decommission the MC from the MM, and add it again.
B . Open a TAC case, and send the output of tar crash.
C . Verify the license pools in the M
E . Kill two zombie processes, then reboot the M

Answer: D

Question: 88

Refer to the exhibit.



A user reports show response time to a network administrator and suggests that there might be a problem with the
WLAN. The user’s laptop supports 802.11n in the 2.4 GHz band only. The network administrator finds the user on the
Mobility Master (MM) and reviews the output shown in the exhibit.

What can the network administrator conclude after analyzing the data?
A . Client health is low, and retried frames are high. It is possible there is high channel utilization.
B . Client health is low, but SNR is high. It is possible data in the dashboard is not accurate and needs to be updated.
C . The speed is good. Client health seems to be related to a problem with the client NI
E . The network is low because of low SN
F . TX power must be increased in both the client and the A

Answer: B

Question: 89

Refer to the exhibit.



A user reports show response time to a network administrator and suggests that there might be a problem with the
WLAN. The user’s laptop supports 802.11n in the 2.4 GHz band only. The network administrator finds the user on the
Mobility Master (MM) and reviews the output shown in the exhibit.

What can the network administrator conclude after analyzing the data?
A . Client health is low, and retried frames are high. It is possible there is high channel utilization.
B . Client health is low, but SNR is high. It is possible data in the dashboard is not accurate and needs to be updated.
C . The speed is good. Client health seems to be related to a problem with the client NI
E . The network is low because of low SN
F . TX power must be increased in both the client and the A

Answer: B

Question: 90

Refer to the exhibit.



A user reports show response time to a network administrator and suggests that there might be a problem with the
WLAN. The user’s laptop supports 802.11n in the 2.4 GHz band only. The network administrator finds the user on the
Mobility Master (MM) and reviews the output shown in the exhibit.

What can the network administrator conclude after analyzing the data?
A . Client health is low, and retried frames are high. It is possible there is high channel utilization.
B . Client health is low, but SNR is high. It is possible data in the dashboard is not accurate and needs to be updated.
C . The speed is good. Client health seems to be related to a problem with the client NI
E . The network is low because of low SN
F . TX power must be increased in both the client and the A

Answer: B

Question: 91

Refer to the exhibit.



A network administrator deploys a Mobility Master (MM)-Mobility Controller (MC) network with APs in different
locations. Users in one of the locations report that the WiFi network works fine for several hours, ang then they are
suddenly disconnected. The symptom may happen at any time, up to three times every day, and lasts no more than two
minutes.

After some research, the network administrator logs into the MM and reviews the output shown in the exhibit.

Based on this information, the network administrator logs into the MM and reviews the output shown in the exhibit.

Based on this information, what is the most likely reason users get disconnected?
A . AirMatch is applying a scheduled optimization solution.
B . Users in the 2.4 GHz band are being affected by high interference.
C . Adpative Radio Management is reacting to RF events.
D . AirMatch is reacting to non-scheduled RF events.

Answer: B

Question: 92

A network administrator implements a SIP-based IP telephone solution. The objective is to ensure that APs use 100%
of their airtime for network access whenever a voice call is taking place, to minimize communication delays. The
network administrator also wants to ensure that a log entry is generated when voice calls occur.

Which setup accomplishes these tasks?
A . ip access-list session voice
user any svc-rtsp permit log queue high
user any svc-sip-udp permit log queue high
B . ip access-list session voice
user any-svc-rtsp permit disable-scanning log
user any svc-sip-udp permit disable-scanning log
C . ip access-list session voice
user any svc-rtsp permit log dot1p-priority 7



user any svc-sip-udp permit log dot1p-priority 7
D . ip access-list session voice
user any svc-rtsp permit log tos 56
user any svc-sip-udp permit log tos 56

Answer: C

Question: 93

Refer to the exhibit.



A network administrator wants to allow contractors to access the WLAN named EmployeesNet. In order to restrict
network access, the network administrator wants to assign this category of users to the contractor firewall role.

To do this, the network administrator configures ClearPass in a way that it returns the Aruba-User-Role VSA with the
contractor value. When testing the solution the network administrator receives the wrong role.

What should the network administrator do to assign the contractor role to contractor users without affecting any other
role assignment?
A . Set contractor as the default role in the AAA profile.
B . Create the contractor firewall role in the M



D . Create server derivation rules in the server group.
E . Check the Download role from the CPPM option in the AAA profile.

Answer: A

Question: 94

Refer to the exhibit.

A network administrator deploys a multizone AP in the campus network in order to provide service for 11 SSIDs.
After a few hours, the network administrator realizes that the AP is only broadcasting 5 out of the 11 SSIDs. The
missing SSIDs belong to MC1 at IP address 10.254.10.114, and MC4 with IP address 10.2.100.25.

Based on the exhibit, what should the network administrator do next to fix this problem?
A . Confirm that AP12 is certified by the whitelist on MC1 and MC4, and confirm MC1 and MC4 are reachable
by AP12.
B . Increase the number of nodes in zones 1 and 4, and confirm MC1 and MC4 are reachable by AP12.
C . Confirm that AP12 is certified by the whitelist on MC1 and MC4, and increase the number of nodes in
zones 1 and 4.
D . Reduce the number of nodes in zones 0 and 4, and disband the cluster in zone 0.

Answer: D

Question: 95

Refer to the exhibit.



A user reports show response time to a network administrator and suggests that there might be a problem with the
WLAN. The user’s laptop supports 802.11n in the 2.4 GHz band only. The network administrator finds the user on the
Mobility Master (MM) and reviews the output shown in the exhibit.

What can the network administrator conclude after analyzing the data?
A . Client health is low, and retried frames are high. It is possible there is high channel utilization.
B . Client health is low, but SNR is high. It is possible data in the dashboard is not accurate and needs to be updated.
C . The speed is good. Client health seems to be related to a problem with the client NI
E . The network is low because of low SN
F . TX power must be increased in both the client and the A

Answer: B

Question: 96

Refer to the exhibit.

A network administrator adds a Mobility Controller (MC) in the /mm level and notices that the device does not show
up in the managed networks hierarchy. The network administrator accesses the CLI, executes the show switches
command, and obtains the output shown in the exhibit.

What is the reason that the MC does not appear as a managed device in the hierarchy?



A . The network administrator added the device using the wrong Pre=shared Key (PSK).
B . The digital certificate of the MC is not trusted by the M
D . The IP address of the MC does not match the one that was defined in the M
F . The network administrator has not moved the device into a group yet.

Answer: B

Question: 97

Refer to the exhibits.

Exhibit 1

Exhibit 2



Exhibit 3



A network administrator deploys a Mobility Master (MM) pair with the VRRP VIP equal to 10.254.10.214, and
attempts to associate MC1 to it. At first, the integration appears to be successful.

However after a few minutes the network administrator issues the show switches command and sees that the MC1 is
down, even though the device is up and running.

Every time the network administrator reboots the Mobility Controller (MC), the MC shows as being up and then it
shows as being down. The network administrator gathers the information shown in the exhibits.

What should the network administrator do to resolve this problem?
A . Change the localip ipsec key to Aruba123 in the mynode device level from the MM, save, and reboot.
B . Enable disaster recovery mode in MC1 and change the masterip ipsec key to Aruba 123, save, and reboot.
C . Change the masterip ipsec key to Aruba123 in the device level from the MM, save, then reboot MC1.
D . Wipe out the configuration in MC1 and reboot, then run the full-setup configuration dialog all over again.

Answer: B

Question: 98

Refer to the exhibit.



A user reports show response time to a network administrator and suggests that there might be a problem with the
WLAN. The user’s laptop supports 802.11n in the 2.4 GHz band only. The network administrator finds the user on the
Mobility Master (MM) and reviews the output shown in the exhibit.

What can the network administrator conclude after analyzing the data?
A . Client health is low, and retried frames are high. It is possible there is high channel utilization.
B . Client health is low, but SNR is high. It is possible data in the dashboard is not accurate and needs to be updated.
C . The speed is good. Client health seems to be related to a problem with the client NI
E . The network is low because of low SN
F . TX power must be increased in both the client and the A

Answer: B

Question: 99

Refer to the exhibits.

Exhibit1

Exhibit2



A network administrator integrates a current Mobility Master (MM)-Mobility Controller (MC) deployment with a
RADIUS infrastructure. After using the RADIUS server to authenticate a wireless user, the network administrator
realizes that the client machine is not falling into the it_department role, as shown in the exhibits.



Which configuration is required to map the users into the proper role, based on standard attributes returned by the
RADIUS server in the Access Accept message?
A . aaa server-group Corp-Network
set role condition Filter-Id equals it-role set-value it_department
B . aaa server-group GROUP-RADIUS
set role condition Filter-Id equals it-role set-value it_department
C . aaa server-group Corp-employee
set role condition Filter-Id equals it-role set-value it_department
D . aaa server-group Corp-employee
set role condition Filter-Id value-of

Answer: B

Question: 100

A software development company has 700 employees who work from home. The company also has small offices
located in different cities throughout the world. During working hours, they use RAPs to connect to a datacenter to
upload software code as well as interact with databases.

In the past two months, brief failures have occurred in the 7240XM Mobility Controller (MC) that runs ArubaOS 8.3
and terminates the RAPs. These RAPs disconnect, affecting the users connected to the RAPs. This also causes
problems with code uploads and database synchronizations. Therefore, the company decides to add a second 7240XM
controller for redundancy.

How should the network administrator deploy both controllers in order to provide redundancy while preventing
failover events from disconnecting users?
A . Connect both controllers with common VLANs, and create an L2-connected cluster using public addresses in the
internet VLA
C . Connect both controllers with common VLANs, and create an HA fast failover group with public addresses in the
internet VLA
E . Connect both controllers with different VLANs, and create an L2-connected cluster using private addresses in the
internet VLA
G . Connect both controllers with common VLANs, and configure LMS/BLMS values equal to public addresses in the
internet VLA

Answer: A




