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Question: 43

When creating third party identity providers in Workspace ONE Access, which two SAML assertion components can
be used to identify the user? (Choose two.)
A. NamelD Element
B. SAML Attribute
C. SAMLEntitylD
D. NamelD Signature
E. SAML Issuer

Answer: A,B

Question: 44

An administrator would like to import Public Applications acquired from the Microsoft Store for Business.

Which configuration is required?
A. LDAP Active Directory Integration
B. SAML Authentication
C. Two Factor Authentication
D. Azure Active Directory Integration

Answer: D

Explanation:

Reference: https://docs.vmware.com/en/VMware-Workspace-ONE-
UEM/2008/Application_Management_Windows/GUID-AWT-WIN-BSP-IMPORT.html

Question: 45

IT management has announced all traffic from the DMZ will be blocked unless it passes through a newly configured
proxy, effective immediately. Administrators notice that SEGv2 is unable to contact the Workspace ONE API Service
in their SaaS environment.

Which configuration will the administrators need to amend and apply to the SEGv2 servers?
A. SSL offloading
B. outbound proxy
C. inbound proxy
D. KCD integration

Answer: B

Question: 46

A customer is managing only iOS devices using Workspace ONE. They would like to begin managing Android
devices.



What would be the first step an administrator needs to complete to begin managing Android Devices?
A. Download and deploy Workspace ONE Unified Access Gateway.
B. Complete Android EMM registration from Workspace One Console.
C. Download and deploy Workspace ONE Access Connectors for Android devices.
D. Configure a Workspace ONE AirLift Server-side Connector.

Answer: B

Question: 47

Which three are features in the branding section of the Workspace ONE Access console? (Choose three.)
A. Uploading a favicon to display in the browser address bar.
B. Adjusting the name of the Intelligent Hub application on devices.
C. Adjusting the background color.
D. Uploading a logo for sign-in screens.
E. Adjusting the URL of the Access console.

Answer: A,C,D

Explanation:

Reference: https://docs.vmware.com/en/VMware-Workspace-ONE-
Access/services/ws1_access_service_administration_cloud/GUID-2B71B33C-DDA2-4A20-A0C8-
DA723A982C34.html

Question: 48

Which protocol does Workspace ONE use to communicate with third party Identity Providers?
A. SAML
B. Kerberos
C. RADIUS
D. OAuth

Answer: A

Question: 49

An administrator has received complaints from end-users not receiving consistent email notifications on their iOS
devices. Email is configured on the end-users devices using only the VMware Boxer email client. Boxer is only
configured from Workspace ONE to use Office 365.

What can the administrator do to resolve the inconsistent email notifications?
A. Configure VMware ENS v2 to provide consistent notification experience.
B. Configure SEG v2 to provide a better notification experience.
C. Configure Mobile SSO for VMware Boxer to prevent users from entering credentials.
D. Configure VPN tunnel with a Boxer configuration, so that it is able to connect to the internal network.



Answer: A

Question: 50

A customer has decided to use VMware Workspace ONE as their primary SAAS solution for endpoint management.
The customer’s security team requires all infrastructure to support High Availability (HA).

Which two components of Workspace ONE will need to be maintained by the customer? (Choose two.)
A. AirWatch Cloud Connector
B. Workspace ONE Database
C. Console Services Servers
D. Unified Access Gateway
E. Device Services Server

Answer: A,D




